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Chapter

General Information

Introduction

The VCX Virtual Circuit eXchange system is a modular data communications
switching system that basically enables terminal users to communicate with
host computers. A VCX system consists of one or more chassis populated with
hardware modules. The modular design of the VCX allows for open-ended
expansion in both system size and function. With a basic complement of
modules, a single chassis functions as an expandable intelligent data switch.
With additional hardware and software, VCX can be linked to form a data
communications network, each chassis functioning as a switching multi-
plexer. (See figure 1-1 to 1-5.)

Note: X.25 is not implemented in this release.
References to X.25 should be ignored.

Using This Manual

This Manual describes how to install, configure, and use a VCX-500 system. Some
familiarity with data communications is required to understand this manual. It is
not intended to be read from start to finish. New users should first read the following
chapters of this manual: Chapter 1 — General Information; Chapter 2 — System
Overview/ Installation; Chapter 3 — Operation; and Chapter 4 — Configuration.

Concepts and Terminology

The terms port, node, link and network vary in meaning. In this manual, the
following definitions apply:

A Link in this manual refers to outbound connections such as trunks, WANS,
Ethernet or any other such mode. Users of other VCX products will find this
newer, much broader term link, substituted for the more familar word, “trunk”.

A port is a VCX interface to other data processing equipment. Computers,
terminals, and modems are examples of equipment that can be connected to a
port. A port can be an asynchronous interface or in the future, 10baseT connec-
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Using This Manual Chapter 1

tion, modem, etc.. Other data processing devices may also have ports; in this
manual the unmodified term port refers specifically to a VCX port, and the ports
of other equipment are distinguished as computer ports, terminal ports, etec

A node is a group of ports at one location. Physically, a node consists of a VCX
chassis with the hardware and software necessary to make the system work.

A network consists of nodes at different locations. Synchronous link lines
interconnect nodes in a VCX network. Typically, a network allows multiple
terminals to communicate with one or more remote computers. .

Organization

The following information summarizes the contents of this VCX System
Administrator’s Guide:

Chapter 1 — General Information

This chapter discusses the organization of the manual, presents examples of VCX
networks, and lists the features of the VCX-500.

Chapter 2 — System Overview/Installation

This chapter contains a technical description of the VCX system and specifica-
tions on the VCX chassis sub assemblies. It also covers installation steps,
indicators, interfaces, and cabling.

Chapter 3 - Operation/Getting Started
This chapter describes Access and Attachment control in the VCX.

Chapter 4 — Configuration

This chapter is the introduction to configuration and presents an overview of the
Configuration Service.

Chapters 5 through 8 — Name Types of the Configuration Service
Each of these chapters discuss one of the name types of the configuration service.

Chapters 9 through 25 — Controlled Services

All VCX Services are provided in two groups; first the restricted services (chap-
ters 9 through 25), then the user services. For convenience, the chapters are
arranged alphabetically within the two groups. Individual chapters describes a
specific VCX service or function that the service provides.

Chapter 26 through 30 — User Services

Each chapter discusses a user service, which are so called because they are
provided for the convenience of the terminal user.

Appendixes —

Contains details on PSTN, forms for configuration, tables and other useful
information for the user and System Administrator.

1-2



Chapter 1 Using This Manual
VCX Services Chapters

Restricted Services

¢ AB Service. The AB Service allows the system administrator to force all
dual auto-connect users to either the A destination or the B destination. It
also allows the system administrator to busy-out an entire chassis.
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* Broadcast Service. The Broadcast Service allows the system
administrator to transmit a message of up to 1000 characters or 23
lines to a port, to a group of ports, or to the entire network.

Gen.

* Busy Service. The Busy Service allows the system administrator to
render a port or series of physically contiguous ports out-of- service.

® Configuration Service. The Configuration Service allows the
system administrator to define node operating characteristics. Through
the Configuration Service, the system administrator specifies global
parameters (such as the installation name), port parameters (such as
whether ports are for connection to user terminals or to another node),
and access control parameters (which connection paths are allowed).
Information on this subject will be found in chapters 4 through 10.

* Diagnostic Service. The Diagnostic (Diag) Service allows the
network administrator to place any port or link in a loopback state,
send Fox messages, and to monitor data traffic.

* Forward Service. The Forward Service allows the system
administrator to reroute connection attempts for a designated
destination port to a different port or route through the network.

¢ Greeting Service. The Greeting Service allows the system
administrator to enter a sign-on message for the node.

* Load/Dump Service. The Load/Dump Service allows the system
administrator to load or dump the memory contents of a configuration
module. A dump occurs when the memory of the module is transferred
to a PC floppy, hard disk, another configuration module, or other third
party media for storage. A load occurs when the stored configuration is
transferred from storage media to a configuration module.

* Logging Service. The logging service reports all network activity for
network monitoring, administration, and planning purposes. The Logging
Service allows the system administrator to designate any port in a
network to accumulate logged events and to select the classes to be logged.

®* Mode Service. A quick method to obtain current data on the name of
the node, name of the active configuration.

® Print Service. The Print Service is a versatile system to print all or
part of a Configuration Storage Module and all or part of a target
configuration to any printer connected to the network.

1-3



Using This Manual Chapter 1

* Reset Service. The Reset Service allows the system administrator to
reset a VCX port, virtual circuit, card, Originate session, statistics or
chassis from a terminal.

® Settime Service. The Settime Service allows the system
administrator to set the date and time for the node.

¢ Status Service. The Status Service allows the system administrator
to monitor chassis and port/link activity.

* SWupdate Service. The SWupdate service provides the method to
load the latest operational VCX software into EPROM memory. With
the Redundancy flash EPROMs, future upgrades can be done from
anywhere in the network. The system will automatically select the
newest version to run.

User Services

* Fox Service. The Fox Service continuously transmits a quick brown
fox test message from the port to the attached terminal.

* Loopback Service. The Loopback Service echoes received data to
the attached terminal for test purposes.

® Set Service. The Set Service allows users to alter a subset of the
configured parameters of their local port for the duration of a session.
The changed parameters revert to their configured states when the
user terminates the session or after a reset.

* TM (Transparent Mode) Service. The TM Service allows
transparent uploading and downloading of binary files.

® Who Service. The Who Service displays the installation, port name,
slot, and port number.

Appendixes

Appendixes include a summary of interface specifications, ASCII chart, configu-
ration worksheets, Attachment control, Restricted access, and Software layers.

Conventions

This manual uses the following conventions:

User entries are shown in contrast to surrounding material. Within plain text,
what you should enter is shown in boldface. Within examples that contain
system menus or prompts in boldface, what you should enter is shown in plain
text, i.e., Prompt: response<CR>. Italics (with or without boldface depending
where used) are used for a generic descriptive sample entry such as user_name.



Chapter 1 Network Examples

<CR> indicates a carriage return. The carriage return key may be labeled
RETURN, NEW LINE, or ENTER on different terminals.

A indicates a control character. To enter a control character, hold down the control
key while pressing the character key. For example, enter "H means: (1) hold
down the control key; (2) press the H key; and, (3) release the H key and the
control key. The control key may be labeled CTRL, CTL, CONTROL, or ALT

on different terminals.

<BS> is the backspace key. The backspace deletes the previous character,
allowing you to retype it. This key may be labeled DEL, RUBOUT, or BACK-
SPACE on different terminals. *H can also be used as a backspace key.

<ESC> is the escape key. The escape key may be labeled ESC, ESCAPE, or ALT
on different terminals.

Connect to: indicates the system connect prompt. The system displays the
connect prompt when it is ready for you to enter a command. The default connect
prompt is Connect to:; however, the system administrator can change or delete
the connect prompt. For example, the actual connect prompt displayed could be
“Next Request? or —>.

Network Examples

1) Point-to-point Multiplexing With Dual Link Load Balancing - In
this example, a pair of VCX-500s are interconnected providing a ’transport’ of 16
channels between two nodes. This is a small but powerful network allowing user
switching and contention. You can use the other 3 links for security (i.e., if one
link goes down) or for additional through-put. The two nodes depicted could be
located within the same building or in different cities. (See figure 1-1.)

[ y—r

[2]
£
4
Async &
Terminal x
Users 2 Async
) Ports
>
n
[M] = Dsu/Ccsu v i Y g
or Modem | [——x| 1]
(— | e | < A
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Figure 1-1. 16, or 32 port multiplier
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Network Examples Chapter 1

2) Point-to-point Multiplexing With Larger Clusters - You may want
more than 32 ports at a node. If so, the other links can be used to link many local
VCX-500’s together. An example is shown in figure 1-2 , expanding each node.
User switching and contention exist in these larger clusters as well.

m ‘—l_
128 Async puB——|e——ww | M
terminal D
/' Sync Trunk @ 512 kbps
VCX-500's
M H
(0]
S
[¥] = DSU/CSU = | T
or Modem oo 2222
VCX-500's Async
Ports

Figure 1-2. Expanded Point-to-point multiplexer

3) Onlinking - Instead of two nodes, you can have three or more within a
network. Six nodes are linked to a single host in figure 1-3 . The configuration
might be: 6 ports at each VCX-500 contending for 50 host ports. Note: This is

Multipoint Multiplexing, not multidrop.

TNy .,
= =3

or Modem Async Ports

Figure 1-3. Onlinking
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Chapter 1 Network Examples

4) Feeders Into a Larger VCX Network - Larger networks are possible if
VCX-500s feed into 5 or 19 slot VCX’s, as illustrated in figure 1-4 . The VCX-500s
are totally link compatible with the VCX-1000’s, allowing for network expansion
whenever the need arises.

Ethernet

1| LAT

VCX I!’ e

Telephone
Network

L] | Telnet
host

VCX-500

E =DSU/CSU
or Modem

Figure 1-4. Remote units connect to Ethernet
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VCX Features Chapter 1

VCX Features

Port Selection (Switching)

A terminal user can request a connection to any destination port in the network,
terminal ports can connect to other terminal ports, and computer ports can
connect to other computer ports. Only the system administrator can restrict the
user port connectivity using security provisions.

Multiple Sessions

A terminal user can establish up to eight simultaneous connections and switch
between destinations using a control character and Forward toggling.

Port Contention and Queuing

Originating ports can contend on a first-come-first-served basis for a limited
number of destination ports. When all available ports for a computer are in use,
the user is informed by placing the session in a queue and advising queue position.
The terminal user can then wait for automatic connection when a computer port
becomes free, or escape from the queue to go elsewhere.

Distributed Switching

Originating ports can use various routes through the network to a destination.
Distributed switching enhances network reliability by allowing connections to be
routed around inoperative or congested parts of the network.

Statistical Multiplexing

Hardware interfacing includes RS-232 (V.24), V.11, and V.35. Link transmission
is error-free, using an HDLC protocol with a 16-bit Cyclical Redundancy Check
and ARQ (Automatic Re-transmission reQuest) error correction.

Soft Configuration

The system administrator configures a node or network from a control terminal.
There are no DIP (Dual In-line Package) switches to set or configuration PROMs
(Programmable Read-Only Memory chips) to replace.

Remote Network Control

System administrator services for any node are accessible from any terminal in
the network. Access via a dial-up modem is also possible; however, for security
reasons, access to network control can be limited to any desired subset of ports
in the network.

Security

Access rights can be assigned to answer ports, originate ports, links, and system
services. They can serve as a security measure, allowing the system administra-
tor to restrict the access of a user to specific services, computer ports, and links.

1-8



Chapter 1 VCX Features

Menu-Driven Services
Services feature user-friendly menu-driven operation.

Programmable Directories

Programmable directories can be created that automatically display when a user
attaches to the system.

Programmable Help Resources
One or more programmable help screens that the user can call up.

Broadcast Service

The Broadcast Service allows the system administrator to transmit a message of
up to 1000 characters to any Originate or Both port. There are two types of
broadcast messages: (1) a routine message, which is delivered to a selected port
but may be filtered out by that port, and (2) an urgent message, which the port
can not refuse. This message is alwas delivered.

Logging

The logging function reports nodal activity for monitoring, administration, and
planning purposes. A printer is usually connected to the logging port and provides
for hard copy of the system log. Logging information from all nodes in the network
can be merged onto one logging printer; this is a powerful feature, giving the
system administrator a means of monitoring events throughout the network.
Alternatively, a logging printer can also be assigned to each node.

Status

The Status Service allows selective monitoring of chassis, card, or port activity
from any terminal in the network.

Terminal User Diagnostics

The Fox Service transmits a test message to the terminal. The Loopback Service
echoes received data for test purposes.

System Administrator Diagnostics

Ports and links can be placed in local/remote loopback to diagnose network
problems. Any asynchronous port can be monitored to troubleshoot user applica-
tion problems.

Load/Dump

This utility allows the system administrator to store the contents of a configura-
tion module on a PC and subsequently to read it back into a configuration storage
module anywhere in the network.

Port Busy

The system administrator can render a port or series of ports temporarily
out-of-service. This allows the system to continue to operate, while part of the
network is taken down for maintenance.

1-9
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VCX Features Chapter 1

Call Forwarding

The Forward Service reroutes all connection attempts for a designated destina-
tion port to a different port or route through the network. This service is especially
useful if the network has compatible computers, one of which is down. Terminal
users will be transparently connected to the backup computer.

Remote Reset

The Reset Service allows the system administrator to reset a port, card, or an
entire chassis from a terminal located anywhere in the network.

Speed Connect

The system administrator can create speed connect names for users to simplify
complex routes through the network.

High Speed Asynchronous Ports
These ports communicate at speeds up t0115,200 baud.

Transparent Operation

Binary ASCII data can be uploaded or downloaded between asynchronous ports,
employing a user-specified escape sequence to revert to normal data transfer
mode.

Autobaud

Upon user entry of one or two carriage returns, the asynchronous ports can
automatically detect the following baud rates: 1200, 1800, 2400, 4800, 9600,
19,200 bps, 38,400, 57,600, and 115,200 (bits per second).

Echo
The asynchronous ports can provide a local echo to the terminal.



Chapter 1 VCX Features

Flow Control

Supports XON/XOFF, DC1/DC2, RTS/CTS, ENQ/ACK, HEX 91/93, FF/FE,
HEX 94/93, Data General XON/XOFF and Hewlett Packard XON/XOFFprotocols,
XPC XON/XOFF.

Inter-Port Conversions

When a connection is established between async ports using different baud rate,
parity, flow control or stop bit settings, inter-port conversions of these parameters
are automatically performed.

Modem Support
Dial-in or dial-out modems are fully supported.

Automatic Connection

A terminal port, upon attachment, can be automatically routed to a given
destination. Dual auto-connection can also be configured to allow the user to
hot-key between two fixed computer ports.

Channel Priority

The system administrator assigns one of four composite line channel priorities
to each Originate port. Higher priorities enhance system responsiveness for
interactive devices such as terminals. (This only take effect over liniks.)

Break Key Pass-Through or Intercept

A BREAK can pass through to the other end of a connection, or be intercepted.
Ports can be individually configured to ignore or interpret it as a command.

Inactivity Disconnect

Automatic terminal disconnection can occur after a specified period of inactivity.
This feature prevents destination ports from being monopolized by users who fail
to disconnect. The system administrator can set the inactivity timeout from 1 to
255 minutes, or select 0 to disable inactivity timeout. This timer can be setup in
Tx, Rx or both.

Attach/Detach Strings

The system administrator has the option of transmitting a string to an Answer
or Originate port when a specific port is either attached or detached. The string
can contain alphanumeric characters and/or control codes such as CR, LF, etc.
Such strings can be used for automatic logging onto computer applications,
dialing a remote modem, etc.

Alarms

Thresholds can be set to trigger minor and major alarms, and to be recorded at
a user-selectable logging port.

1-11
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VCX Features Chapter 1

Link Monitor

Utilization and error statistics can be automatically gathered on any link or set
of links in a node.

Configuration Control
Software and hardware can be interrogated for type, revision, and checksums.

Update Software

The VCX has the ability to download the latest software into provided flash
EPROMs. The operational software is stored in one set of flash EPROMs while
the new software is downloaded to duplicate flash EPROMs. Rebooting causes
the VCX to switch to the new downloaded software.

Control State Screen

A Control State screen provides a list of the active control states in use and
provides a direct path to any of the control states. Up to 8 sessions may be setup
in the VCX.



Chapter

System Overview/Installation

Overview

The hardware and software modules selected for a VCX-500, determine its
capabilities.

Hardware
VCX-500 Main Chassis
Product No. 4450-01 AC Chassis

The VCX-500 AC chassis includes an enclosure, main processor card,
SW/MUZX/XNET software midplane card and an AC power supply module which
will operate on 90 to 260 Vac (U.S.) at 47 to 63 Hz. The main card contains a
68360 microprocessor, a non-volatile real time clock, 1 Mbyte of Flash EPROM
and 4 Mbytes of DRAM. The main card can support 1 to 4 link modules and 2
port modules, described later in this section.

Product No. 4450-03 —48 Vdc Chassis

The VCX-500 48 Vdc chassis includes an enclosure, main processor card,
SW/MUX/XNET software midplane card and a —48 Vdc power supply module.
The main card contains a 68360 microprocessor, a non-volatile real time clock, 1
Mbyte of Flash EPROM and 4 Mbytes of DRAM. The main card can support up
to 4 link modules and 2 port modules, described later in this section.

Product No. 4454-01 16 Port Async Expander Module

The 16 Port Async Expander module plugs into one of the two port slots on the
VCX-500 chassis, providing 16 RS-232, RJ-45 port interfaces.

Product No. 4455-01 RS-232/V.35/V.11 Link Module

The RS-232/V.35/V.11 Link Module plugs into one of the four link slots on the
VCX-500 chassis, providing user configurable RS-232, V.35, or V.11 interfaces
through a combination of software configuration and switch selections on the
Link module. Switches must only be changed if the module is configured from
V.35 to a non-V.35 interface or from non-V.35 to V.35.

2-1
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VCX-500 Technical Specifications Chapter 2

VCX-500 Technical Specifications

Ports
Number 32
Interface RJ-45 (8 pin)
Control signals  DTR, DSR, RTS, CTS, DCD
Speed 1200, 1800, 2400, 4800, 9600, 19,200, 38,400,
57.600, 115,200 bps, fixed.
Autobaud 1200 - 115,200 bps

Synchronous Links

Number 4
Interface Connector DB-25
Interface types RS-232 (V.24), V.11, V.35. All are synchronous DTE
Interface selection Software controlled (Except changing from V.35 to
non-V.35 or vice versa.)
Control signals ~ DTR, DSR, RTS, CTS, DCD
Protocol support VCX HDLC proprietary; X.21, X.25 1988, PTSN
Speed (RS-232) 1200, 2400, 4800, 96, 14.4k, 19.2 k bps
Speed (V.11, V.35) 1200, 2400, 4800, 7200, 9600, 19.2k, 38.4k,
56k, 64k, 128k, 256k, 512 k, 1.536M, 1.920M,bps

General Specifications

Input Voltage (AC) 90 to 260 Vac
Input Frequency 47 -63 Hz
Input Voltage (DC) 36 to 60 Vdc
Output Voltages 4.71t04.25Vdc@3 A
11.4t012.6 Vdc@2 A
-11.4t0-126 Vdc @ .5 A
-4.75 to -5.25 Vdc @ .5 A (Not currently required)

Height 3.6 in.

Width 17.25in.

Depth 15.8in.

Environmental 0 to 40 degrees C operating;
-20 to 70 degrees C storage

Relative Humidity 5 to 95% (non-condensing)
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Chapter 2 VCX-500 — Modular/Plug-in Design

VCX-500 — Modular/Plug-in Design

The VCX-500 is a totally modular unit. This includes the main circuit board as
well as the link options, port modules and power supply. While the main circuit
board is not subject to substitution or change, the design is that of a plug-in
board, removed from the front, after removing the snap-off front panel. The front
view of the VCX-500 is shown in figure 2-1.

( 7 O0—0—O0——Orw
’\‘)%“f& vcX 500 —

Figure 2-1. Front panel and LED indicators

The top view of the VCX-500 (with the cover removed) is shown in Figure 2-3 and
illustrates the position of the main circuit board, power supply, fan, and various
modules at the rear panel. Power supplies currently available are; 120/240 Vac
and —48 Vdc. A number of modules are available for network connection. These
modules are plug-in units that are easily removed at the rear of the chassis. (For
details of installing and removing modules, see Installation/ Removing Plug-in
Modules on page 2-8.

There are two vertical levels or layers used for modules that are accessible at the
rear of the VCX-500. The lower level (see figure 2-3) can host two 16 Async Port
modules side by side. There are 16 ports available in the modules. A total of 32
asynchronous ports can be incorporated in the VCX-500. The power supply is also
contained at the lower level of the chassis. (See 2-3.) Two power supplies are
available, 120/240 Vac and —48 Vdc.

The upper level of the chassis is used to house up to 4 link modules. These include
RS-232 and V.wer/V.11. The modules are retained in the chassis with
thumb/screw fasteners at each side of the module.

Link Link Link Link

s | e | e | e | =@ °
seaaassaMNasaaaaas
v vvivewv i lveviveseh Mo

@

@
Q

e | —
16 Port Async Expander 16 Port Async Expander  AC Power Supply
Figure 2-2. Plug-in modules (upper and lower)
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VCX-500 — Modular/Plug-in Design Chapter 2

|

Power Supply
module

Front panel —

Trunk
Module
(Upper Level)*

8 RJ-15 8 RJ-15
Connectors| Connectors

Trunk 16 Async ports
Module module
(Upper Level)* (Lower level)*

*See rear panel view for vertical module position
(Also see text)

Figure 2-3. Top view layout of modules and parts

Link Interface Settings

Some of the cards have switches and/or jumpers which need to be set, depending
on user method of operation and system for grounding. In the case of the V.11,
V.35, RS-232 Link module, switches must be set for the type of operation that
the card is going to be used for. (See text.)

L1, L2, L3 and L4 — RS-232/V.11/V.35 Link Module

Jumper Switches on Link Modules

Two jumper switches are used on the V.11, V.35, RS-232 Link Module. Both have
to do with grounding. The users grounding scheme will determine these settings.
The function of these jumper switches are:

JP1-When in place, the Cable Frame Ground is connected to Chassis

Ground.

JP2 —When in place, the Frame Ground is connected to the Signal Ground.
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Board plug-in
connector

Jumper JP2
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Top view

Side view of jumpers
JP1 & JP2 (enlarged)

4Dip switches S1 and S2

JumperJP1

Front

Multi-purpose
DB-25 connector

Figure 2-4. Plug-in modules (upper and lower)

Dip Switch Settings on Link Module

This module is used for RS-232, V.11 and V.35 link operation. The only hardware
change required in changing from one mode of operation to another, is the change
of switch positions. Table 2.1 illustrates S1 and S2 switch settings. (See figure
2-4 for the location and number scheme of both switches and figure 2-5 or a
closeup illustration of dip switch S1, S2 and one of the jumper switches, JP1.)
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Table 2-1. S1 and S2 Switches Positions for V.11, V.35 and RS-232

Switch RS-232/V.11 V.35
S1 All Dip Switches ON | All Dip Switches OFF
S2 All Dip Switches OFF | All Dip Switches ON

@)

23456789101112

Multi-purpose
DB-25 connector

[0 O|JP1

Dip s

Figure 2-5. Dip Switch close-up (Partial Drawing)

Jumper switch on 16 Port Asynchronous Port Module

There is one jumper
switch on the 16 port
Async Port Module. The
location of the switch is
shown in figure 2-6. This
is the same type of
switch as JP1 and JP2
used on the Link Mod-
ule, discussed on page
2-4. The switch (JP1) is
used as follows:

Rear (Top View)

[re[ Jns

Figure 2-6. Partial 16 Port card, showing JP1

JP1 -When jumper is installed, the Frame Ground is connected to the Signal

Ground.
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Installation

Unpacking

The VCX-500 is shipped with padding to survive normal shipment handling. If
the unit must be returned for any reason, the original shipping carton and
padding should be used.

IS EVERYTHING THERE? After opening the shipping carton, check the con-
tents. Besides this Guide, there should be all the items that were ordered. Verify
with your ordering information.

IS THE VCX-500 DAMAGED? Inspect all the items for damage that may have
occurred during shipment. If there is damage, contact the shipping agent. If
further questions exist regarding damage or missing parts, contact the manufac-
turer.

Operating Environment

The VCX-500 is designed to operate in any normal office or electronic computer
room environment. Temperature/humidity and other operating conditions are
given in the list of technical specifications earlier in this manual.

Domestic US and International units are equipped with a power supply module,
that is is designed for connection to a 90 to 260 VAC branch circuit, at 47 to 63
Hz.

There is also a de supply available which operates with an input voltages of AUI
and Ethernet modules (Ethernet not available at this time —36 to 60 Vdc @3A,
for a nominal input of —48 Vdec. It provides outputs of:

11.4t012.6 Vdc@2 A
-11.4t0-12.6 Vdc @ .5 A
-4.75 to -5.25 Vdc @ .5 A (Not currently required)

2-7
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Installation Chapter 2

Installation Steps
Installation of a Desktop VCX-500:

STEP 1) Set your terminal/monitor to the following parameters: XON/XOFF
flow control, 8 data bits, no parity and a rate of 9600 bps.

STEP 2) Connect your terminal/monitor to port 1 on the VCX-500 16 port
asynchronous expander module, using the appropriate length of RJ-45 modular
cable (P/N 4811-xx) and a straight- through RJ-45/DB-25 adapter (P/N 4810-01).

STEP 3) Connect the VCX-500’s power cord to an AC outlet. Then flip the
VCX-500 power switch to “ON”.

At power-up, the VCX-500 will test all memory locations. The Sync and Fault
LEDs on the front panel, LED 1 through LED 4, will blink and some LEDs will
be on and some off, as testing continues. When testing is complete, all LEDs will
be off, until a problem is present or no link is configured. (See page 2-10 for
individual meanings of LEDs; ON, OFF and flashing.)

STEP 4) Proceed with the remainder of the configuration. Once you have
configured and then selected a configuration on the VCX-500, it will automat-
ically boot with that new configuration. Chapter 4 discusses the “how to” of
configuration.

STEP 5) Connect the remaining link and terminal/modem cables to the appro-
priate VCX-500 port connectors.

Installing VCX-500 Modules

See figure 2-1 for an illustration of the front view of the VCX-500 and figure 2-7
for the rear panel.

Note: Power must be OFF before removing or installing VCX-500 Link
modules or 16 port Async Port modules.
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Install a Module) To install a VCX-500 module, at the rear of the chassis, line
up the sides of the module to be installed, into the card guides that are on each
side of the module cavity in the VCX-500 chassis. Link modules are installed only
in the 4 upper level module locations and the 16 Port Async Port modules in the
two lower level cavities to the left of the power supply location. (See locations in
figure 2-7. Carefully slide the module back into the chassis until the connector in
the rear is engaged. Press the module back firmly so that the connector on the
module is firmly inserted into the connector at the rear of the module cavity.
Tighten the captive thumb/screw nuts at each side of the module to physically
secure the module to the chassis.

Link Link Link Link

=k

288000000
oﬁzosﬁfoanoggouege

~ 7

eo\ [oe| o =P 0| [0 EEED @
ssssassalNaasaaaas

|ssvsivesyllivesyisysi
= L L]

@

16 Port Async Expander 16 Port Async Expander  AC Power Supply

Figure 2-7. Link, port and power connections

To Remove a Module

Note: Power must be removed from the VCX-500 and the line cord
removed from the the unit before removing any modules, main circuit
board or power supply module!

A module is removed by loosening the thumb/screw nuts at each side of the
module. Now pull the module to the rear until the rear connector is disconnected
from the chassis connector. Now carefully slide the module out of the card guides
on each side of the module cavity in the VCX-500 chassis.

The power supply is removed by first loosening 4 thumb/screw nuts, then
removing the power supply from theVCX-500 chassis. Note that card guides are
not used with power supply modules.

2-9
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tallation

LED Indicators

There are eight LED indicators on the front panel. They are:

LINK 1SYNC - LINK 1 FAULT
LINK 2 SYNC - LINK 2 FAULT
LINK 3 SYNC - LINK 3 FAULT
LINK 4 SYNC - LINK 4 FAULT

Chapter 2

The LEDs are shown in figure 2 -1 and also in the close-up in figure 2-8 .

-

&

~

B

LINK LINK LINK LINK
1 2 3 4

To Reset Remove Front Cover

Figure 2-8. Close-up of LED indicators

LED states and their
meaning are given in table
2-2. Each of the four links
have two LED indicators,
labeled SYNC and
FAULT. The indications
given by the LEDs are the
same for each, with the ex-
ception of Link 1. Link 1
has an additional diagnos-
tic display, listed at the
bottom of table 2-2.

Table 2-2. Link LED Indicator Explanations

Tvoe LED
yp (Red/Green)

Explanation

Indications are the same for Links 1%, 2, 3 and 4

SYNC Both LEDs OFF | Link not configured

Green LED ON Link configured and synchronized

Red LED ON Flashes if configured, but link is
down or it is not synchronized

FAULT | Both LEDs OFF | Link down or no cable attached

Green LED ON CTS and CD are active

Red LED ON Power up diagnostic failure

*

Link 1 only: Both RED SYNC and RED FAULT LEDs will flash

when diagnostics pass, but no user configuration is found.

2-10



Chapter 2 Installation

Recessed Switches

There are two recessed switches on the VCX. These are located behind the front
panel of the VCX-500 . Remove the panel by grasping the rim of the front panel
on both sides and pulling the front panel towards you. Snap connectors used on
the front panel will release it and will expose the main circuit board. The two
switches are located on the right-hand side of the unit, with the eight LEDs. The
two switches will be found just to the left of the LEDs. See partial front view of
the mounted main circuit board, showing LEDs and switches, in figure 2-9. (Front
panel removed from the VCX-500.)

The switch closest to the LEDs is the Reset switch. To the left is the other switch,
Factory Config. Notice that these switches are marked on the upper front
chassis frame, visible when the front panel is removed. (See figure 2-9.)

The function of each switch is discussed next.

Reset

Main circuit board /

Figure 2-9. LEDs and switches (with panel removed)

Reset (located on the left of the LEDs) completely reset the VCX when pressed,
i.e., the software will be re-initialized, the power up self test will be conducted.

Factory Config

Factory Config (located at the left of the Reset switch, forces the VCX-500 into
factory configuration. To initiate factory configuration, first depress this switch,
and then simultaneously depress the Reset switch. Release the Reset switch
but keep depressing the Factory Config switch for approximately 30 seconds.

2-11
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Installation Chapter 2

Interfaces

Asynchronous port interfaces are RJ-45 with a DCE orientation and pinout as
shown in table 2-3. Link interfaces are DB-25, with a DTE orientation and
pinouts as shown in table 2-4. These connections are located on the rear panel
and are illustrated in figure 2-7.

Table 2-3. Async Port Interface DCE

RJ-45 Name Description Direction
DSR Data Set Ready Output
2 DCD Data Carrier Detect (Always | Output
pulled to +12v)
3 DTR Data Terminal Ready Input
4 GND Ground
5 RXD Receive Data Output
6 TXD Transmit Data Input
7 CTS Clear To Send Output
8 RTS Request To Send Input
Table 2-4. Link Interface
DB-25 Link module Direction
(Pins) V.24 V.11 V.35 (In/Out)
1 Frame Gnd | Frame Gnd | Frame Gnd
2 TXD TXDa TXDa out
3 RXD RXDa RXDa in
4 RTS RTSa RTS out
5 CTS CTSa CTS in
6 DSR DRAa DSR in
7 Sig Gnd Sig Gnd Sig Gnd
8 DCD DCDa DCD in
9 (Not used)
(Not used)
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DB-25 Link module Direction
(Pins) V.24 V.11 V.35 (In/Out)

11 TXCb TXClb in

12 DCDb in

13 CTSb in

14 TXDb TXDb out

15 TXC TXCa TXCla in

16 RXDb RXDb in

17 RXC RXCa RXCla in

18 RXCb RXCIb in

19 RTSb out

20 DTR DTRa DTR out

21 DSRb in

22 (Not used)

23 DTRb out

24 RTXC TXCOa out

25 TXCOb out

Asynchronous Connections

The VCX-500 async ports use a RJ-45 interface. Three cable adapters are
available to convert the RJ-45 pinout to a DB-25 pinout if necessary. See the
straight through adapter illustration (figure 2-10) for attaching to terminals and
the crossover adapter (figure 2-11) for attaching to modems. Also see the RJ-45
illustration with pin numbers and signal names in figure 2-12.

RJ-45/RJ-45 cables, to connect to async ports, are available in various lengths:

2 ft. - Product No. 4811-02
5 ft. - Product No. 4811-05
10 ft. - Product No. 4811-10
30 ft. - Product No. 4811-30
50 ft. - Product No. 4811-50
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DB25 male (-01)

RJ-45 DB25 female (-03)

) Y
DSR | 1 6
DCD | 2 8
DTR | 3 20
SG | 4 7
RXD | 5 3
TXD | 6 2
CTS | 7 5
RTS | 8 4

—/ N

Figure 2-10. RJ-45/DB25 adapter (Part 4810-01, 03)

RJ-45 DB-25

M) =
DSR | 1 2
DCD | 2 4
DTR | 3 6
sG | 4 7
RXD | 5 2
TXD | 6 3
cTS | 7 5
RTS | 8 | i)

Figure 2-11. RJ-45/DB25 crossover (Part 4810-02)

DNONAWN -

ONOUAWN =
L ]
IOHADINTOU
—“4XXO-H00
wndo IoD

Figure 2-12. RJ-45 Male plug w/numbers and names
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Link Connections

The VCX-500 uses a DB-25 for all of the available interfaces, V.24(RS232), V.11
and V.35. The DB-25 physical I/O is standard for V.24(RS232), but not for V.11
or V.35. To provide a standard interface (for V.11 and V.35) the cables illustrated
in figure 2-13 and figure 2-14 are supplied with the respective interface cards.

DB-25 DB-15
) N
1 1
2 [ L1 2
14 9
3 4
16 1
15 6

17 [

11 13

18 1]

4 3

19 10

8 5

12 12

6 i

]

20

21 H—

13 ——3

23

7 8
\__/ N

DB-25 1ISO-2593

2 A

Ec::’;<-|-<m><-nu:rnco:u-u> j

L’Z_S/

Figure 2-14. V.35 link interface cable (4865-01)
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General Cabling Information Chapter 2

To connect a pair of VCX-500 links back-to-back, use either a V.24, V.11 or V.35
interface with the Link crossover cable, shown in figure 2-15.

DB-25 DB-25
) N
......... RxD
2 TxD 3
14 RxDb 16
16 TxDb 14
24 BxC 17
17 eTxC o1
25 RxCb 18
18 eTxCb 25
20 DSR 6
23 R 20
21 DTRb 23
4 DCD 8
8 RTS 4
f s f
152 g s 19
— 5
13 — 13
1 1
7 7
N

Figure 2-15. Link crossover cable (4859-01)

Connecting a Printer

When connecting a printer to a VCX-500 it is important to know exactly what
control signals are needed by the printer (i.e., DTR, RTS, CTS, ...). The VCX
expects to see an active signal from the device on pin 20 when configured for DTR
attachment control.

General Cabling Information

As shown in figure 2-16, either a modem or a collocated VCX can be connected to
the link connector. Modems, computers, terminals or printers can be attached to
the async ports of the VCX-500. A number of possible connectors and cables for
each of these attachments are shown in figure 2-16 on the next page.
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VCX-500/VCX-250/VCX-100/VCX-1000

<4—— Standard cable <4— 4859-01 Crossover cable

Connect AC cord

4811 bl Standard
"Xx caple cable

=

4810-01—p <4— 4810-02
DTE DCE

Terminal (DTE) Printer

2-16. General cabling information
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Chapter

Opération

Introduction

The System Overview/Installation chapter (chapter 2) described the procedure
to cable and power up a VCX-500. Once the VCX is installed, it is desirable to
configure it to your specific application.

Before proceeding, two questions should be answered. (1) Is the application
point-to-point and not part of a large VCX network? (2) Are the users dedicated
to a fixed computer port at the other end with no ability to switch between
resources? If the answer is yes to both questions, a simple quick configuration
can be used. If there is a no to either question, the usual long configuration
method discussed in the next chapter must be used.

Access Control

As received from the factory, a VCX-500 has no default access rights defined in
the global configuration. Therefore all facilities are given access rights of 1, which
means anyone can connect to anything. It is recommended that at least services
such as broadcast, busy, configure, forward, greeting, settime, load/dump, and
diag be given restricted access.

Accomplish this by giving the aforementioned services access rights of 64, using
controlled services in the Configure Service; and grant only one originate port
access rights of 64. That port will be the one to which the system administrator’s
terminal is connected. This ensures that only the system administrator’s
terminal can access potentially disruptive services. Additional restriction can
be invoked by requiring the system administrator port user to login with a name
and password when accessing the switch. This is achieved by creating a user list
with the name and password.

After protecting disruptive services, other resources such as computer ports and
the remaining services can be restricted as desired by combinations of user lists,
access rights and controlled services facilities. For more information on access
rights, see Controlled Access in chapter 9 and Appendix C.

3-1
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Introduction Chapter 3

Attachment Control

If a configuration is created for a switching application, it will be necessary to
designate attachment control and direction for each port configured. The direc-
tion parameter is somewhat obvious. If the port is to originate calls only, select
originate; for answer calls only, select answer; for both, select both. The latter is
necessary when user terminals are to be allowed to communicate with each other
or when the VCX port(s) are connected to a dial-in/dial-out modem pool.

The choice of attachment control parameters is determined to a large extent by
the cabling used to connect computer ports and user terminals to the switch, i.e.,
“is it a 3-wire system with TX data, RX data and GND only, or are control leads
distributed as well?” If the cabling used is 3-wire, the only form of attachment
control that can be used is unqualified. If control leads are available as well,
then more control can be exercised by the VCX.

For instance, with DTR attachment control on an answer port, when a terminal
user logs off an application, the computer can drop DTR to the answer port and
automatically break the switch connection. Also, when a user turns off the
terminal, the originate port DTR attachment control will automatically discon-
nect from the switch and can auto-log-off the computer application. For more
information on attachment control see Appendix B.
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Configuration Service

Configuration Service Overview

This section contains an overview of the Configuration Service, general rules for
using the Configuration Service, and sections describing each menu. The Con-
figuration Service also includes item-by-item descriptions of the menu selections
and fields.

Before you can configure or define the operating parameters of a node, you must
correctly install and power up the VCX. (See Installation, chapter 2 in this
manual.) The system installation procedure describes how to enter the Configu-
ration Service and initialize the Configuration Storage portion of RAM.

Configurations

A configuration is a set of operating parameters for a node. Some parameters are
global, such as the installation name. Other parameters are specific to a port,
such as whether the port is an asynchronous line or a synchronous link line.

You can define several configurations for a node and store them. However, only
one configuration can be active at a time. Alternate configurations can be stored
for future expansion or for use in special circumstances, such as CPU failure,
holidays, or night service.

User Lists

A collection of user names with applicable passwords, account ID and access
rights. (See Appendix C for details on Restricted Access and Access Rights.)

Text

Free text can be created by the system administrator and then called up by the
user or automatically displayed when a device attaches to the VCX.

Name Types

A “name definition” is a label for a set of parameters that describe the functions
of a logical port. A logical port is anything that can connect or be connected to.

4-1
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Configuration Service Overview Chapter 4

Examples of logical ports are:

® agynchronous port

® a collection of asynchronous ports
® alink line

® a VCX control service

® a pathname

® a character string
Each name definition created must be assigned one of the following name types:

® Asynchronous line(s)—Asynchronous ports can be connected to
computers, terminals, asynchronous modems (dial-up or dedicated),
printers, or virtually any other device with an EIA RS-232C interface.
A name of this type can refer to one asynchronous port or to a series of
physically contiguous asynchronous ports. Note that ports in a series
have identical parameters.

® Links—A link is a single synchronous line for point-to-point statistical
multiplexing to another node. Up to four optional links are available on
the VCX-500.

® Speed connect—A speed connect name is a one-name abbreviation for
a more complex pathname through the network.

® Group—A group name represents several logical ports. For example,
suppose the names “vax1”, “vax2”, and “vax3” have been created for
ports connected to a VAX minicomputer. These ports can be collected
under the group name “vax”. The VCX routes users who attempt to
connect to “vax”, to either “vax1”, “vax2”, or “vax3”. The VCX queues
users for connection if all ports in the group are currently connected.
Note: Ports in a group need not be contiguous or similarly named.

® Services, controlled access—This name type allows you to limit access
to VCX services to a desired subset of users.

¢ String—An ASCII string which is output at attachment or detachment
time for originate or answer ports.

Using the Configuration Service
Menus

The Configuration Service is menu-driven; you configure a node by responding
to prompts. There are three levels of configuration menus. You must step through
the menus from Level 1 to Level 2 to Level 3. Similarly, to exit the Configuration
Service from the level 3 menu, you must “back out” to Level 2, then to Level 1.
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Level 1.

The Configuration Service Level 1 Menu functions include initializing and adding
or modifying configurations.

Level 2.

The menu functions include: adding, copying, deleting, and displaying configu-
rations. Also, at the Level 2 Menu you select the configuration that runs on
power-up or reset.

Level 3

The Menu functions include: adding, modifying, deleting, and displaying name
definitions within a configuration. Also, at the Level 3 Menu you modify global
configuration parameters.

Forms

When you wish to add or modify a name definition, you fill out “forms” to describe
the characteristics of the logical port. Examples of these characteristics include:
the name type, the baud rate of the port (if applicable), and the list of ports that
have access rights (if applicable).

Each of the name types—

asynchronous line(s)
link(s)

speed connect

group

services, controlled access
strings

—presents different forms (and subforms, if necessary) to collect the required
information about the name being defined. There are also forms for global
configuration parameters.

In using the Configuration Service, notice that one distinction between a menu
and a form is that you cannot back out of a form. Once you enter a form you must
complete it by entering new values or accepting the current values.

Name Selection

When several configurations have been created and stored in the Configuration
Storage, you must select the name of the configuration you wish to examine or
edit. The Configuration Service prompts for a configuration name, shown in the
example below:

Terminate With:
ESCape-exit <CR>-current name *E-previous name *C-next name
Enter Configuration name: anyname
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When this prompt appears, your options are to:

® press <ESC> to abort the command sequence.

® press <CR >to examine or modify the configuration name currently
displayed under the cursor.

¢ enter “*E” to scroll back to the previous configuration name.
® enter “*C” to scroll forward to the next configuration name

® type the name of the configuration you want to examine or modify.

When the name of the configuration you wish to examine or modify appears under
the cursor (whether via scrolling or direct entry), enter <CR> to accept the
configuration name.

Prompts allow you to scroll through the name definitions within a configura-
tion.

Field Selection

Similar to the above “name-scrolling” prompt is this instruction line:

— <CR>= next field——"E=previous field—— ESC=accept screen—

This line generally accompanies a display of parameters in the upper part of your
screen. A pointer character (>) indicates which parameter is the current field. In
the lower part of your screen, the Configuration Service prompts you to enter a
value into the current field.

The instruction line above indicates that you can enter <CR>to step forward one
field or a “*E” to step backward one field. Entering <ESC> accepts currently
displayed values and steps to the next form or menu.

HINT: To examine a form without editing, avoid entering any data. Press
<ESC>to accept data on your screen when you are ready to move on.
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Configuration Service Menu Summary

The following summarizes the Configuration Service menus:

Level 1 Menu

Selection: 1) ADD/MODIFY configurations, user lists or texts in a module

Selection: 2) INITIALIZE configuration storage

Level 2 Menu

Selection: 1) ADD a new configuration

Selection: 2) ADD a new user list

Selection: 3) ADD a new text

Selection: 4) EXAMINE/MODIFY a configuration, user list or text
Selection: 5) DELETE a configuration, user list or text

Selection: 6) LIST existing configurations, user lists or texts
Selection: 7) SELECT configuration to run

Level 3 Menu (Configurations)

Selection: 1) ADD new name(s)

Selection: 2) EXAMINE/MODIFY a name

Selection: 3) DELETE a name

Selection: 4) LIST existing names

Selection: 5) EXAMINE/MODIFY global configuration parameters
Selection: 6) MERGE all names with those from another configuration

Level 3 Menu (Users Lists)

Selection: 1) ADD new user(s)

Selection: 2) EXAMINE/MODIFY a user

Selection: 3) DELETE a user

Selection: 4) LIST existing users

Selection: 5) EXAMINE/MODIFY user list description
Selection: 6) MERGE all users with those from another user list

Level 3 Menu (text)

Selection: 1) EXAMINE/MODIFY text description
Selection: 2) EDIT text

The menu selections are explained in detail in this and later chapters of this

manual.
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Configuration Service Level 1 Menu

To invoke the Configuration Service, enter the following:
Connect to: configure <CR>

The first Configuration Service display menu is shown in figure 4-1.

1) ADD/MODIFY configurations, user lists or texts
2) INITIALIZE configuration storage
Enter selection [or ESC to exitl:

Figure 4-1. Basic Configuration Service menu

Note: Make sure your terminal type matches the type shown in Set Service; for
example vt100.

Press <ESC> at the Level 1 Menu to exit the Configuration Service and return
to the connect prompt.

1. Add Or Modify Configurations, User Lists or Texts

Type “1 <CR>” at the Level 1 Menu to add a configuration or modify an existing
configuration.

In the upper right corner of your screen, the Configuration Service displays the
number of memory blocks available in the Configuration Storage you select. The
format of this display is: [x/128 used] where x is the number of blocks used and
128 is the number of blocks available in a VCX-500. One block is equivalent to
256 bytes of memory. Therefore, in excess of 30k bytes of configuration storage
space is available.

The Configuration Service also displays the configurations, if any. If more than
12 configurations are stored, the Configuration Service displays configuration
names twelve at a time in alphabetical order, then prompts:

more names——continue? (y/n) [n]

Enter “y” to view the additional configuration names. When all the stored
configurations have been displayed, or if you enter or “n” in response to the “more
names” prompt, the Configuration Service displays the Level 2 Menu. See below
under “Level 2 Menu” for instructions on adding, examining, and modifying
configurations.
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2. Initialize Configuration Storage

Type “2 <CR>" at the Level 1 Menu to initialize the Configuration Storage —a
process analogous to formatting a disk. You must initialize a Configuration
Storage if you have not yet configured the node. You may wish to initialize a
Configuration Storage to erase the data stored in it.

The Configuration Service displays a “second chance” prompt:
Are you sure you want to initialize entire module (y/n)? [n]

Enter <CR>or “n <CR>” to abort the initialization process. If you enter “y <CR>"
the initialization process reformats the RAM in the Configuration Storage,
erasing the stored data.
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Configuration Service Level 2 Menu

The Level 2 menu is shown in figure 4-2 .

Name Type Description

examplel Configuration Manual Example 1
exampleZ2 Configuration Manual Example 2

1) ADD a new configuration

2) ADD a vnew user list

3) ADD a new text

4) EXAMINE/MODIFY a configuration, user list or text
5) DELETE a configuration, user list or text

6) LIST existing configurations, user lists and texts
7) SELECT configuration to run
Enter selection [or ESC to exitl:

Figure 4-2. Level 2 Configuration Service menu

Note: If no configuration exists in the Configuration Storage, only selection
1, “Add a new configuration” is valid.

Exiting To Level 1

Return to the Level 1 Configuration Service Menu by pressing “ESC” at the level
2 prompt.

1. Add A New Configuration

Type “1 <CR>" at the Level 2 Menu to add a new configuration name. The
Configuration Service then prompts for the name of the new configuration:

New configuration name:

To abort the name addition process, press <ESC>. To proceed, type the name you
wish to use and press carriage return. The name can consist of up to ten
alphanumeric characters. For example, to name a configuration “examplel”, you
enter:

New configuration name: example1<CR>
The Configuration Service immediately routes you to the Global Configuration

Parameters Form. (This form is shown in figure 4-8 , in chapter 4, on Global
Configuration parameters.)
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2. Add A New User List

If for security reasons, you want the VCX users to log-in their name and a
password, you will need to enter into the VCX, an actual list of user names. The
user names are added using selection 4 from the menu, EXAMINE/MODIFY a
configuration, user list or text. However, before this can be done, you must give
a name to your new user list. This is accomplished with menu selection 2, (see
figure 4-2). When “2 <CR>" is typed, the following prompt will be displayed:

New user list name: ourgang
You are asked by the prompt to enter the name for the user list, i.e., “ourgang”.

The name can be no more than ten characters in length. After naming the user
list, the screen display will change to that illustrated in figure 4-3 .

Config: ourgany (77128 usedl
Description >
——————— {CR>=next field —— “E=previous field —-—- ESC=accept screen —

Figure 4-3. New user name menu

Description: The description of the user list can be no longer than 30 charac-
ters. After entering a description, you are returned to the Level 2 Menu. To
actually add names to the user list, use Selection 4, “EXAMINE/MODIFY a
configuration or user list”. Remember, when you are prompted in Selection 4 for
a Configuration name, enter your new user list name.

3. Add A New Text

If you want to have text describing a particular VCX function accessible to the
user or if you want to display text when a device attaches to the VCX, you can
use the text function. However, before you actually compose the text (Selection
4, “EXAMINE/MODIFY a configuration, user list or text”) you need to give the
text file a name.

Selecting “ADD a new text”, option 3, from the Level 2 menu will generate a
prompt which asks for the name of the text file:

new text name: salutation <CR>

After the name has been entered (“salutation” in this example), a description
prompt is displayed.
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Configuration Service Level 2 Menu Chapter 4

You can now enter a brief description about the text file, 30 characters or less in
length. Following the description, you can select the access rights associated with
the text file. These are rights the user must have before they can display and read
the text. If there are restrictions, type <CR>.

4. Examine/modify a Configuration, User List, Or Text

Type “4 <CR>” at the Level 2 Menu to go to the Level 3 Menu. The Configuration
Service prompts you for the name of the configuration, user list or text you wish
to examine or change:

Configuration or user list name:

Enter <ESC> to return to the Level 2 Menu. To continue, scroll to or type the
configuration name, followed by <CR>. The Configuration Service then displays
the name definitions for the selected configuration. If more than 12 names are
defined, the Configuration Service displays the names twelve at a time in
alphabetical order, then prompts:

more names - continue? (y/n) [n]

Enter “y <CR>” to view the additional names. When all the names have been
displayed, or if you enter <CR>or “n <CR>” in response to the “more names”
prompt, the Configuration Service displays the Level 3 Menu. See below under
“Level 3 Menu” for instructions on editing name definitions and global configu-
ration parameters.

Note: If you are adding user names and passwords to a user list, all alphanumeric
characters must be entered in lower case.

5. Delete a Configuration, User List Or Text

Type “6 <CR>” at the Level 2 Menu to delete a configuration, user list or text.
The Configuration Service displays:

Configuration, user list or text name to be deleted: anyname

To abort the deletion process, press <ESC>. To delete the displayed configuration,
press <CR>. To delete a configuration other than the one initially displayed, scroll
to or type the name of the configuration you wish to delete, then press <CR>. The
Configuration Service then displays the second chance prompt:

Do you really want to delete this configuration/user list/text?
(y/n) [n]

Enter <CR> or “n <CR>” to abort the deletion process. If you want to delete the
configuration, enter “y <CR>”. The configuration will be erased— with all its
associated port, link, and group names.

410
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6. List Existing Configurations, User Lists Or Texts

Type “6 <CR>” at the Level 2 Menu to display existing configurations or user

lists, as shown in figure 4-4 .

Configuration Service Level 2 Menu

1)
2)
3>
4)
52
63
3l

[11/128 usedl

Mame Type Description

don Conf iguration Test Configuration for Pubs
flashconf Configuration Testing Flash
Jjm3688 Conf iguration Jjn's 9680 setup
trunktest Cowf iguration trunktest
Example 1 Configuration Test Configuration

ADD a new configuration

ADD a new user list

ADD a new text

EXAMIME/MODIFY a configuration, user list or text
DELETE a configuration, user list or text

LIST existing conf igurations, user lists and texts
SELECT configuration to run

Enter selection lor ESC to exit]:

The Configuration Service displays up to twelve configuration names in alpha-
betical order with their associated comments. If more than twelve configurations
are stored, the Configuration Service displays them twelve at a time and prompts:

Respond “y <CR>" to view the additional names. Respond “n <CR>” to return to

Figure 4-4. Configurations or user lists menu

— more names — continue (y/n)?

the Level 2 Menu.

7. Select Configuration To Run

Level 2 menu selection 7 determines which configuration will run and become

active with the next power-up or reset.

The prompt is:

Enter the name of the configuration to be used, then press <CR>.

Configuration to run:
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Configuration Service Level 3 Menu:

The level 3 Configuration service menu is displayed in figure 4-5 .

13
22
3N
4]
52
6)
)

Enter selection [or ESC to exitl:

[11/128 used]

Name Type Description

don Conf iguration Test Configuration for Pubs
flashconf Configuration Testing Flash
Jm3688 Conf iguration Jn’s 96088 setup
trunktest Configuration trunktest

ADD a new conf iguration

ADD a new user list

ADD a new text

FXAMINE-MODIFY a cownfiguweation, user list or text
DELETE a configuration, user list or text

LIST existing configurations, user lists and texts
SELECT configuration to run

Figure 4-5. Configuration service menu (level 3)

Note: If no name definition exists in the configuration, only selection 1, “ADD
a new name”, and selection 5, “EXAMINE/MODIFY global configuration
parameters”, are valid.

Exiting To Level 2

Press <ESC> to exit Level 3 and return to the Level 2 Menu.

1. Add a New Name

A name definition is a label for a set of parameters associated with a logical port.
Type “1 <CR>” at the Level 3 Menu to add a name definition. This prompt

appears:

New entry name:

To abort the name addition process, press <ESC>. To proceed, type the name you
wish to use and press <CR>. The name can consist of up to ten alphanumeric
characters. The Configuration Service then displays the Name Type Form, which
is shown in figure 4-6 .
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Config: don Name: new 117128 usedl
Name type::2>fAsync port (Port modules 1 & 2)
~~~~~~~ <CR>=next field ——— “E=previous field ———- ESC=accept screen ——————

1) Async part (Port modules 1 & 23 4) Group

23 Trunk port (Link modules 1 — 4) 5) Services, controlled access
3) Bpeed commect 6) String
Name type:

Figure 4-6. Add a new name menu

You must select a name type, then complete the form(s) associated with that
name type. (See the chapters describing the forms for details.) After you complete
the form(s) for the name type you select, the Configuration Service again displays
the prompt:

New entry name:

You can then add another name or press <ESC> to exit to the Level 3 Menu. For
example, to name an asynchronous VCX port cabled to a port on a VAX minicom-
puter “vax1", you enter:

Enter port name: vaxl
The Configuration Service then displays the forms for Asynchronous Line(s).

HINT: Once entered, forms do not allow you to back out of them. Should
you decide not to add the name after pressing, enter <ESC> until the Configu-
ration Service re-displays the Level 3 Menu. You can then use Level 3 Menu
selection 3, “DELETE a name,” to erase the added name. See below for details.

2. Examine/modify a Name

Type “2 <CR>” at the Level 3 Menu to change the characteristics of a logical port.
First, the Configuration Service prompts for the name of the logical port:

Terminate with:
ESCape-exit -current name *E-previous name *C-next name
Entry to modify: new
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To return to the Level 3 Menu, press <ESC>.To proceed, scroll to or type the name
you wish to examine or modify, then press <CR>. The Configuration Service then
displays the Name Type Form.

You must select a name type, then complete the form(s) associated with that
name type. (See the chapters describing the forms for details.) After you complete
the form(s) for the name type you select, the Configuration Service again displays
the prompt:

Terminate with:
ESCape-exit -current name *E-previous name *C-next name
Entry to modify: new

You can then examine/modify another name or press <ESC> to exit to the Level
3 Menu.

3. Delete A Name

Type “3 <CR>” at the Level 3 menu to delete a name definition. A prompt similar
to the following example will appear:

Terminate with:
ESCape-exit -current name *E-previous name *"C-next name
Entry to delete:new

To abort the deletion process and return to the Level 3 Menu, press <ESC>. To
proceed, scroll to or type the name you wish to delete, then press. <CR>. The
Configuration Service then displays the second chance prompt.

Do you really want to delete this entry? (y/n) [n]

Enter “ <CR>” or “n <CR>" to abort the deletion process. If your sure you want
to delete the name definition, enter “y <CR>". After deleting the name, the
Configuration Service displays the Level 3 Menu.

4. List Existing Names

Selection 4 of the Level 3 menu, displays a summary chart of name definitions,
which is shown in figure 4-7 .

Up to ten names are displayed at a time. If there are more names, the Configura-
tion Service prompts:

- more names - continue (y/n)? [n]

Respond “y <CR>” to view the additional names. Respond <CR> or
“n <CR> ” to return to the Level 3 menu.
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Conf'ig: don 117128 usedl
Hame Type Brief Description
exanplel Trunk BING1

new  fAsynchronous line(s) Bis81 — Bix81
ten  Asynchronous lineis) #1481 — @181

1) ADD neu nansis)

23 EXANINEAMODIFY a name

33 DELETE a nanme

4) LIST existing names

5) EXAMINE/NODIFY global conf iguration paraneters

£:3 MERGE all names with those from another configuration
Enter selection L[or ESC to exit]:

Table 4-7. Name summary chart at level 3

5. Examine/modify Global Configuration Parameters

Global configuration parameters are those parameters not specific to a logical
port. When you first add a configuration, the Configuration Service automatically
routes you to the Global Parameters Form. To examine or change the global
parameters of a configuration, enter “5 <CR>” from the Level 3 Menu.

The Global Parameters Form will then appear on the monitor. This form is shown
in figure 4-8 and described in the following paragraphs.

Global Parameters Submenu

The following paragraphs describes the fields of the Global Parameters Form.

Description

The description field can be used to comment on the configuration. The length of
your entry is limited to thirty characters. You can use any printable letters, digits,
or symbols. For example, you might choose to enter:

Description: Run normally <CR>

as your description about a configuration to be run except in the event of CPU
failure. The description field accepts upper and lower case letters in your input
just as you enter them. To delete an entered comment, press the spacebar
followed by <CR>.
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Confiy: don [127128 used]
Description:>Pocumentation configuration
Installation name: new
Commect prompt: Pubs>?>
Default Access Rights!
Logging port:
Logging enabled: No Binary output: Ho Logging mask:
Moden network mgre port:
addr: 1
IOK log message timer: 8
Node name: chucks
User list name:
Local time zone!
Local time when it is midnight Greenwich Mean Time —
Hours: @ Minutes: 88
Display format: U.8. (mm/dd yy hhinmiss)
Queve length threshold: 38
******** -~ {CR>=next field -—- “E=previous field - ESC=accept screen

Description:

Figure 4-8. Examine/modify global parameters

Installation Name

The installation name appears as the first line of the node logon banner. You can
enter any combination of printable upper and lower case characters, up to 60
characters. VCX stores the string just as you enter it. For example, enter:

Installation name: Acme Balloon Co. - Boston Node <CR>
To delete an entered installation name, press the spacebar followed by <CR>.

Connect Prompt

The connect prompt appears to the terminal user as the last line of the logon
banner; it reappears any time the user enters the control state. Throughout VCX
documentation the connect prompt shown is the default:

Connect to:

You can change the prompt to any combination (up to thirty printable characters).
VCX retains the case within the string just as you enter it. Enter the connect
prompt just as you wish it to appear (including a colon or any other desired
punctuation).

Default Access Rights

The next prompt allows you to set the default access rights. These are the access
rights that any port (answer, originate, or link) will default to, before they are
configured for any access rights or password override. Enter 1 - 64 to allow access
to any resource. The prompt is: Default access rights: 1 - 64 <CR>
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Logging Port

You can request VCX to collect usage data (for example, connection attempts,
successful connections, disconnections) and continuously route this data to the
logging port. A printer or computer port is usually connected to the logging port,
although a CRT may also be used for demo or for non-permanent logging. The
name you enter for the logging port must correspond to a configured port on the
node. It is also possible to output logging information to a remote destination by
entering a link name. Press <CR>without naming the port if the system logger
is not desired. If you already have a logging port named, pressing the space bar
then <CR> erases it, leaving you with no logging.

For example, if you wish to configure a printer as a logging terminal and name
it “logger”, enter:

(blank for logging disabled)
Logging port: logger

See the Logging Service chapter for a detailed description of the logging function.

Logging Enable

“Yes” turns on the logging task and “No” turns it off. Without logging enabled
there can be no system logger, the Log Service will not work, and if a Master
NetMux is used (needed for modem network management), it will not operate.
The prompt is:

1) No
2) Yes
Logging enabled:

Binary Output

The next field is Binary output and determines whether logging data is in binary
or ASCII format. The added benefit of binary is more compact data and configu-
ration data for auto building hardware inventory records. Enter 1 for “No” or 2
for “Yes” and enter <CR> to select binary output from the logging port. No is
chosen when the logging port connects to a printer. Yes is chosen when connected
to a NMS.

Binary output: 1) No
2) Yes
Logging Mask
A mask can be entered at the prompt to filter logging classes and prevent them
being forwarded to the management system. For example, “N.P.” would prevent

“normal” and “performance” events from being output from the logging port. The
prompt for the field is:

(Discard A-major,l-minor,E-exceptions,N-normal, X-Protocol, P-performance logs)
Logging Mask:
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Modem Network Mgr Port

This field is the network manager port. This refers to the path to the modem
management center. This path may be an async port name, a multiplexing link name
or an X.25 link name. If an X.25 link name, it must be followed by the X.121 address
of the distant end. If a Master NetMux function is not required, press <CR>.

(Blank for modem management disabled)
Modem Network Mgr port: <CR>

Addr

The address for the management center, NMS (Network Management System)
is entered at this prompt and can be any address from 1 to 9999. If no NMS or
Master NetMux system is being used, press <CR>.

Range 1-9999
(The network address for this mode)
Addr: <CR>

IOK Log Message Timer

Next is the “IOK log message timer:” listing on the menu. When logging is
enabled, a time in the range of 0 to 15 minutes may be entered for the parameter.
This is the rate at which the logging timer will report to the network management
system (if so equipped). Press <CR> to continue to the next menu item if there is
no network management system.

Range: 0-15
(0 will disable the message)
10k Log message timer: <CR>

Node Name

The next prompt allows you to enter the node name of your present VCX unit.
The node name you select will show up in the logging report. It can be no more
than ten characters in length.

Node name: New York

User List Name

The next prompt concerns the user list name. If you want the VCX users to enter
user names and passwords during log-in you will need to enter a list of user names
under another configuration menu. This user list should in turn be given a name
like “ourgang”. This particular prompt is asking for the name of the user list. If
you don’t plan to have a user’s list, just hit <CR>.

User list name: <CR>

Local Time Zone

The nodes in a network frequently lie in different time zones. For VCX to display
the local time at each node, you must identify the time zone. Time zones usually
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have universally accepted abbreviations. For example, “EST” stands for Eastern
Standard Time, “PDT” for Pacific Daylight Time, and “GMT” for Greenwich Mean
Time. The Configuration Service prompts you to enter the abbreviation for your
local time zone:

Local time zone:

Enter the abbreviation you want the VCX to display along with the time of day.
Your response can be up to four characters long. Entering just <CR> causes no
time zone abbreviation to be displayed.

Local Time Verses Greenwich Mean Time

The VCX must adopt a single standard time internally to monitor and report
usage statistics. Greenwich Mean Time is that standard. You must indicate the
difference between the local time at your node and Greenwich Mean Time so VCX
can display local time for your users. The Configuration Service prompts you to
enter the local time in military format relative to midnight (0:00) GMT.

The hours prompt is: The minutes prompt is:

Range: 0 - 23 1) 00
Hours: 2) 15
3) 30
4)45
Minutes:

A <CR> defaults to midnight and 0 minutes

Enter the number displayed beside the minutes portion of this node’s local time
when it is midnight Greenwich Mean Time. For example, in the case of a node
located in Boston, enter “1 <CR>” (or just <CR>, since the default value is 0
minutes).

Display Format

Different countries employ different formats for displaying dates. In the United States
dates are displayed month first, then day, then year. In most European countries dates
are displayed day first, then month, then year. To make the dates displayed by VCX
understandable, you must specify the format. The prompt reads:

1) U.S. (mm/dd/yy hh:mm:ss)
2) European (dd-mm-yy hh.mm.ss)
Display format:

Enter the number displayed beside the display format of your choice. For dates in
mm/dd/yy form, enter “1 <CR>". You may also enter just <CR>to default to the U.S.
display format. For dates in dd-mm-yy form, enter “2 <CR>".

Queue Length Threshold

The queue length is the number of people waiting to be serviced on the VCX. The
threshold for the queue length is the level that if exceeded will generate a logging
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message. The default for the threshold is 30, out of a range of 1 to 299. Enter
<CR> to select the default and return to the Name summary form.

Range: 1 - 299
Queue length threshold: 30 <CR>

6. Merge All Names With Those From Another Configuration.

To merge the names from one configuration with another, type “6 <CR>” at the
Level 3 Menu (Users Lists). The following screen will then be displayed:

Terminate with:
ESCape=exit
<CR>=current name”E=previous name*C=next name

Configuration to copy from:

Enter the name of the configuration you wish to copy from. What configuration
will you be copying into? The one you selected, when you entered the Level 3
Menu. Note: If duplicate names exist in both lists (i.e., link names, port
names, etc.), they will be recognized, and only one name will remain in the
combined list.

Once you have entered the name of the configuration, press <CR> and you will
be returned to the Level 3 Main Menu (Users Lists).

Configure Service Level 3 Menu: User List

If after selecting the “EXAMINE/MODIFY a configuration, user list or text” option
from the Level 2 Menu, a user list is chosen, the following Level 3 Menu choices are
made available, as discussed previously. This menu is shown in figure 4-9 .

1) ADD new user(s)

2) EXAMINE/MODIFY a user

3) DELETE a user

4) LIST existing users

5) EXAMINE/MODIFY user list descriptions

6) MERGE all users with those from another configuration
Enter selection [or ESC to exitl:

Figure 4-9. Level 3 User list
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Note: If no users exist under the user list name, only selection 1, “ADD a new
user”, and selection 5, “EXAMINE/MODIFY user list description”, are valid.

A description of the six menu options follows.
Press <ESC> to exit Level 3 and return to Level 2 Menu.

1. Add New User(s)
To add a new user to a user list, type “1 <CR>” at the Level 3 Menu. The following
prompt will appear:

New user name:

To abort this option, just press <ESC>. To proceed, type the name you wish to
use and press <CR>. For example, you might enter the name “John”.

New user name: John <CR>
After entering a name, the screen shown in figure 4-10 will be displayed.

The account id is the identity tag that will be printed in any logging message. Up
to ten alphanumeric characters can used. You can use a name, a number or some
combination for the account id.

To have user enter a password at sign-on, enter a password. If not, enter <CR>.

The access rights you want that particular user to have should be entered at the
“User access rights” prompt. Access rights can be entered as a series of single
digits such as “1,5,6,7", as arange, ”1-32" or as a combination, “1,5,6,7-32". If total

Name: john [8/128 used]
Description:>
Account id:
Passuord:
User access rights:
------- <CR>=next field ———- “E=previous field -——- ESC=accept screen —————

Description:

Figure 4-10. Add new user information
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access rights are granted, the range should be 1-64. For details on access rights
read the introduction of Configuration and See Appendix A for details on the
subject of Access Rights. Also see Appendix B for information on Attachment Control.

To return to the Level 3 Menu (Users Lists), press the ESCape key.

2. Examine/modify a User

To modify the account id., password, or access rights of a user, type “2 <CR>” at
the Level 3 Menu. The following screen will appear:

Terminate with:
ESCape=exit CR>=current name”"E=previous name *"C=next name

User to modify: Tom

This screen allows you to select a user. Page through the user list using either
AE or AC or enter the name. When the user you are interested in is displayed,
press <CR> The screen seen earlier when “ADD new user(s)” was used, is once
again displayed.

You can now modify or change the account id., password, or user access rights
for that particular user. When you have completed the modifications, press the
ESCape key.

3. Delete a User

To delete a user name, type “3 <CR>” at the Level 3 Menu. A prompt similar to
the example below will appear:

Terminate with:
ESCape=exit<CR>=current name”E=previous name”*C=nextname
Entry to delete: John

Page through the existing names, using *E or ~C, until the name you wish to
delete appears on the screen or enter the name, then press <CR>.

The Configuration Service then displays the second chance prompt:

Do you really want to delete this entry (y/n)? n
Entry to delete: John

Enter <CR> or “n <CR>” to abort the deletion process. If you truly want to delete
the name definition, enter “y <CR>". After deleting the name, the Configuration
Service again displays the Level 3 Menu (User lists).

4. List Existing Users

To select a summary chart that shows the existing user names, type “4 <CR>” at
the Level 3 Menu. The display illustrated in figure 4-11 will appear on the
monitor.
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187128 usedl

Mame Brief Description Password ficcess

bill
Jane
John
mary
sally
sandy
tom

1) ADD new user(s)

23 EXAMIHE/MODIFY a user

3) DELETE a uszer

4) LIST existing users

53 EXAMINE/MODIFY user list description

63 MERGE all users with those from another user list
Enter selection [or ESC to exitl:

Figure 4-11. List existing users menu at level 3

Up to ten user names are displayed at a time. If there are more names, the
Configuration Service prompts:

— more names — continue (y/n)? [n]

Respond “y <CR>" to view the additional names. Respond <CR> or “n <CR>" to
return to the Level 3 Menu.

5. Examine/modify User List Description

To change the user list description, type “56 <CR> at the Level 3 Menu. A prompt
similar to the example shown below will be displayed:

Description:

>
[
()]
(]
e
=}
(@]
—
c
(®]
o

<CR>=next field *E=previous field ESC=accept screen

Description: The 8:00 to 5:00 shift

Once you have entered the new user list description, press the ESCape key to
return to the Level 3 Menu.

6. Merge All Users with Those from Another User List

To merge the names of one user list with another, type “6 <CR>" at the Level 3
Menu (Users Lists). The following screen will then be displayed:
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Terminate with:
ESC=exit <CR>=current name *"E=previous name*C=next name
User list to copy from:

Enter the name of the user list you wish to copy from. What list will you be copying
into? The user list you selected, when you entered the Level 3 Menu. Note: If
duplicate user names exist in both lists, they will be recognized, and only one
name will remain in the combined list.

Once you have entered the name of the list, press <CR> and you will be returned
to the Level 3 Main Menu (Users Lists).

Configure Service Level 3 Menu: Text

If after selecting the “EXAMINE/MODIFY a configuration, user list or text”
option from the Level 2 Menu, “text” is chosen, the 2 selection option will be
displayed, as shown below:

1) EXAMINE/MODIFY text description
2) EDIT text
Enter selection [or ESC to exit]:

The two menu options will now be described:

Exiting To Level 2

Press to exit Level 3 and return to Level 2 Menu.

1. Examine/modify Text Description

When this option is selected, the text’s description and access rights are displayed
and the user can change that information if desired. This selection results in the
menu shown in figure 4-12 . When the description and/or access rights are
completed, the service returns to the Level 2 menu.

Config: text (87128 usedl
Description:i>
ficcess Rights:
——————— KCR>=next field ———— "Ezprevious field ———— ESC=zaccept

Description:

Figure 4-12. Examine/modify text description
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2. Edit Text

Selecting the “edit text” option (2), the menu shown in figure 4-13 is displayed on
the monitor.

Conf ig: text 97128 used]
BH1iThis is an example of text typed in the text user configuration.
Baz:
aa3t

1) ADD Line(s) 3) REPLACE Line 53 HEXT Screen 7)) BEDISPLAY Screen
2) IHSERY Line(s) 4) RENOVE Line(s) 62 PREV Screen 8) DISPLAY Line
Enter selection [or ESC to exitl:

Figure 4-13. Edit text screen

At this point, the user by choosing the appropriate options (seen at the bottom of
the screen), can add, delete, replace or display free text lines. The user can also
exit the screen by hitting the ESC character.

Each of the “edit text” options discussed next.

Option 1: ADD Line(s)
New lines of free text can be added using this option.

Note: Maximum number of characters per line is 75 characters and must
contain printable ASCII characters. The tab character, for example, can not
be used. Blank lines can also be entered.

If text lines already exist on the screen when using the “add line” option, the
following prompt will be displayed:

Add line(s) after which line number?

There are a number of ways this prompt can be answered. You can enter a line
number, such as 11 and new line(s) will be added after it. You can also enter “F”
or “f” for “first line” and “L” or “1” for the “last line” and line(s) will be added at
those locations.

If no text lines exist, then line 1 is assumed and no prompt will be displayed.
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Configure Service Level 3 Menu: Text Chapter 4

A blank line can be entered by hitting either a carriage return <CR> or a line
feed.

To exit option 1, just hit the ESC key. ESC will return you to the text screen
display.

Option 2: Insert Line(s)
This option allows you to insert text between existing text lines.

If, when usihg the “INSERT Line(s)” option, text lines already exist on the screen,
the following prompt will be displayed:

Insert line(s) before which line number?

As in the “add line” option, permissible answers include an actual line number,
“F” or “f” for “first line” and “L” or “1” for “last line”.

If no free text lines exist, then line 1 is assumed and no prompt will be displayed.

A blank line can be entered by hitting either a carriage return <CR> or a line
feed.

To exit option 2, just hit the ESC key. ESC will return you to the text screen
display.

Option 3: Replace Line

Using This Option, An Entire Text line can be replaced with another. The chosen
line is essentially erased and a new line inserted in its place. The following prompt
appears when you select this option:

Replace which line number?

Like the first two options, permissible answers include an actual line number,
“F” or “f” for “first line” and “L” or “1” for “last line”.

If no free text lines exist, then a message to that effect will be displayed.

A blank line can be entered by hitting either a carriage return <CR> or a line
feed.

To exit option 3, hit the ESC key. ESC will return you to the text screen display.

Option 4: Remove Line(s)

Multiple lines of text can be removed using this option. When the option is first
selected, two prompts are displayed:

Remove starting line number?
and
Remove ending line number?
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Like the first three options, permissible answers include an actual line number,
“F” or “” for “first line” and “L” or “1” for “last line”.

If no free text lines exist, then a message to that effect will be displayed.

After the lines are removed, the user is returned to the text screen and it is
redisplayed to “close the gaps” created by the deletions.

Option 5: Next Screen
A SCREEN is defined as a contiguous group of 18 lines of text (blank or filled)
displayed at any one time. The user can flip from one SCREEN (a group of 18

text lines) to another SCREEN of text lines), using this option. If there is no next
group, the display will not change.

Option 6: Prev Screen

The PREV (previous) SCREEN (group of contiguous text lines) will be displayed
when this option is used. If there is no previous group, the display will not change.

Edit Option 7: Redisplay Screen
The current SCREEN will be cleared and redisplayed when this option is used.

This option is useful when the screen becomes overwritten or fouled, i.e., by a
broadcast message, and difficult to read.

Edit Option 8: Display Line

This option allows the user to go the SCREEN associated with a particular line
number. The following prompt appears when this option is used:

Display screen containing which line number?

Permissible answers include an actual line number, “F” or “f” for “first line” and
“L” or “1” for “last line”.

If the specified line is not currently defined in text, then a message to that effect
will be displayed.
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Dynamic Reconfiguration Chapter 4

Dynamic Reconfiguration

Configuration changes to VCX are dynamic; that is, they are incurred on the fly.
The exact time of change to new parameters varies according to the following:

Groups, speed connects, controlled services, strings, text, user lists, and global
parameters assume new values when configure is exited. The only exception is
that the chassis must be reset to change the logging port in the global parameter
set.

Links must be reset to incur changes.

Async port changes occur upon exiting configure to currently detached originate
ports and currently attached/detached answer ports. Connected ports are recon-
figured when they detach.
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Name Type 1 -
Asynchronous Line(s)

Main Form

From the Level 2, option 4 (Examine/Modify, a configuration, user list or text), the
Name typel—Asynchronous line menu can be reached. Enter “1 <CR>” at the Name
Type Form. This displays the Asynchronous Line(s) Main Form, (figure 5-1).

Note: You can configure a single asynchronous port or a series of asynchronous
ports simultaneously under the same name, provided the devices connected to
these ports all use the same character length, type of flow, etc.

Fields of the main Asynchronous Line(s) form are discussed individually in the
next paragraphs.

Conf'ig: don Nane: new [117128 used]
Name tupe! Async port (Port modules 1 & 2)
Starting PN:>1L Baud rate! Autocbaud Attachment control! Unqualified
Starting port: 1 Character length! 8 bits Device flow control: Hone
Ending PM: 1 Stop bits! 1 bits Port flou control: None
Ending port: 1 Parity: None Timeout (mins): 8
Escape dalay: No Tineout direction: Receive
Divection: Originate
------- {CRY=next field ———— “Ezprevious field ———— ESC=accept screem ——-—-————
QO
c
- |
Range: 1 - 2 g
(Select the starting port module (PM)) =
Starting PM: 7]
<

Figure 5-1. Asynchronous line(s) form
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Starting PM

There are two Port Modules, PM1 (left module from the rear) and PM2 (right
module from the rear). Each has 16 ports. Select the module to be configure by
typing 1 or 2 from the choice at the bottom of the menu of figure 5-1.

PM1or2
(Select the starting port module (PM))
Starting Port Module: 1<CR>

Starting Port

A given name definition can encompass several physically contiguous asynchro-
nous ports. The starting and ending port parameters specify which port or ports
are defined under the name.

Range: 01 - 16
Starting port:1 <CR>

Ending PM
Select the ending Port Module from the prompt.

PM1lor2
(Select the ending port module (PM))
Ending Port Module: 1<CR>

Ending Port
Select the ending port from the prompt.

Range: 01 - 16
Ending port: 1 <CR>

Baud Rate

Baud rate is the speed of data transmission in bits per second (bps). For a terminal
or computer to communicate, its baud rate must match the baud rate of the port
to which it is cabled.

Autobaud is frequently used when terminals of different speeds dial into a port.
The users of ports set to autobaud must first enter one or two <CR>’s before the
port will display the connect prompt. The carriage returns allow the port to sense
the baud rate of the terminal automatically. A port set for autobaud can sense
the following baud rates: 1200, 1800, 2400, 4800, 9600,19200, 38400, 57600,
115200. Users with terminals set to 1200 baud or greater type one <CR>. Users
with terminals set below 1200 baud must type fwo or more <CR>’s.

When in the detached state and a character other than <CR> is entered, the port
may sense the wrong speed. In this case, entering BREAK restarts the autobaud
routine, allowing the user to retry autobaud. The re-autobaud action only works in
the detached state, (i.e., if attachment or a connection is made, the device must detach
to re-invoke autobaud).
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The baud rates are:

1) Autobaud
2) 1200

3) 2400

4) 4800

5) 9600

6) 14400
7) 16800
8) 19200
9) 38400
10) 57600
11) 115200

Baud rate: <CR>

Note that a port set for one baud rate can connect to a port set for a different baud
rate. VCX performs the baud rate conversion automatically, buffering data input
from the higher speed port as needed.

Note: Autobaud may require up to 3 carriage returns before autobauding can
take place, depending a number of factors.

Character Length

Character length refers to the number of data bits in a character, exclusive of
start, stop, or parity bits.

The majority of terminals and computers in use today require character lengths
of seven or eight bits. For example, to set the character length to seven bits for a
port cabled to an ASCII terminal, you enter:

1) 8 bits
2) 7 bits
3) 6 bits
4) 5 bits
Character length: 2 <CR>

Note: The character length setting correlates with the parity setting (see below).
Generally, for asynchronous devices with no parity, set the character length to
eight bits and the parity to none. Generally, for asynchronous devices that use
parity, set the character length to seven bits and the parity to match that of the
device. There are exceptions to this rule however, and some equipment uses eight
data bits plus a parity bit. The more common setting for ASCII terminals is seven
data bits plus parity or eight bits without parity. Also, for character lengths of 5
or 6 bits, configure originating ports for automatic logon and no messages.
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Attachment Control Chapter 5

Stop Bits

A stop bit allows an asynchronous device to detect the end of a character. Most
terminals and computer ports use one stop bit. Some older devices (particularly
mechanical ones such as teletype machines) require two stop bits. You must
specify the number of stop bits used by the terminal or computer plugged into
the asynchronous port you are configuring. (Usually one stop bit is used.) The
prompt is:

1) 1 bit

2) 2 bits

3) 1.5 bits

Stop bits: <CR>

Enter “1 <CR>" to set the port to a single stop bit. Enter “2 <CR>" to set the port
to two stop bits. If you set the character length to eight bits and the parity (see
below) to anything other than “none”, then VCX generates one stop bit regardless
of how you set the number of stop bits. If you set the character length to five bits,
then setting the stop bits to “2" actually causes the port to generate and expect
1.5 stop bits.

Parity

The parity bit is typically appended to a seven-bit character and used for
error-checking. Parity can be set to: none, odd, even, mark, or space. Set the parity
to match that of the device plugged into the asynchronous port that you are
configuring. The prompt is:

1) None
2) Odd
3) Even
4) Mark
5) Space
Parity:

Attachment Control

The attachment control prompt is:

1) Unqualified

2) DTR toggle

3) Modem

4) DTR-No toggle
Attachment control:

You must enter the number displayed next to the type of attachment control to
be implemented. A comprehensive explanation of attachment control follows.
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Attachment Concepts and Terminology

Attachment control is the means by which the VCX system distinguishes session
boundaries. “Attachment control” and the “direction” parameter combine to
provide several forms of EIA control lead manipulation; allowing the VCX to be
compatible with a wide variety of applications.

” &« » &«

Explanations of the terms “direction”, “attachment”, “connection”, “disconnec-
tion”, “detachment”, and “reverse detachment” follow.

Direction— The “direction” parameter determines whether a port originates
connections, answers a connection request, or does both.

Attachment— “Attachment” marks the beginning of a session. Attachment
occurs when a VCX-500 port recognizes that an external device has become active.
For example, attachment can be accomplished via RS-232C control line hand-
shaking. In the case of an originating port, the device may raise one or more
RS-232C control lines to signal that it is active and requires attention. The port
responds by raising its control lines to complete the handshake. In the case of an
answering port, the port receives an internal connection request and raises its
control lines. The port then tests the control lines of the external device.

Connection—“Connection” occurs when a virtual circuit is established between
an originating port and a destination port. For example, when a user types
connect to: vax <CR> and can then log onto a VAX minicomputer, a connection
is established between the terminal user’s port and the vax port.

Disconnection—“Disconnection” occurs when a virtual circuit is broken.
For example, when a user quits a connection.

Detachment—“Detachment” marks the end of a session. The following exam-
ples serve to distinguish detachment and disconnection:

® without having established a connection, a user enters “quit” at the
>Connect prompt.

® A user quits a primary connection. In this case the user disconnects
from the primary destination and detaches when the response is “yes”
to the disconnect from switch prompt.

® A user quits a secondary connection. In this case the user disconnects
from the secondary destination but maintains the primary connection.
From the user’s standpoint, the session continues. From the standpoint
of the port that was the secondary destination, however, the session is
over. Therefore, an “internal session” with the secondary destination
terminates, and that port detaches.

Reverse Detachment—: “Reverse detachment” occurs when the answering
port or the virtual circuit initiates the detachment sequence, rather than the
originating port doing so.
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Types of Attachment Control

The Configuration Service provides three types of attachment control: unquali-
fied, DTR, and modem. These attachment controls are discussed in more detail
in Appendix B.

Device/Port Flow Control

Flow control is a protocol for stopping and starting data transmission. Typically,
a device receiving data exerts flow control to prevent the source from sending
data faster than the data can be processed. For example, printers often use flow
control to stop a computer from sending data until the printer catches up with
the output of the computer.

“Inband” flow control uses control characters in the data stream to start and stop
data transmissions. XON/XOFF and DC1/DC2 are examples of inband flow
control. “Outband” flow control uses control line signaling to start and stop data
transmissions. RTS/CTS is an example of outband flow control.

VCX supports the following flow control options:

* None No flow control is exercised, and loss of data can occur if
transmissions exceed the capacity of the device to buffer and print
them.

®* XON/XOFF This option employs two ASCII characters to start and
stop transmission. XON (ASCII DC1; also CTRL Q) starts flow. XOFF
(ASCII DC3; also CTRL S) stops flow.

* DC1/DC2 This mode is similar to XON/XOFF but uses a different
ASCII flow stop character. DC2 stops flow. DC1/DC2 flow control is
most frequently associated with older Hewlett-Packard systems.

* RTS/CTS Refers to the RS-232 interface control signals Request-
to-Send and Clear-to-Send. The DCE asserts CTS TRUE to start flow.
The DCE asserts CTS FALSE to stop flow. The DTE asserts RTS
TRUE to start flow. The DTE asserts RTS FALSE to stop flow.

ENQ/ACK This option employs an ASCII character pair to implement flow
control. However, ENQ/ACK differs significantly from start/stop protocols such
as XON/XOFF. The ENQ/ACK protocol is a relatively complex pacing mechanism
used with block mode transmissions on Hewlett-Packard (HP) systems. In the
ENQ/ACK environment, the HP host computer functions as the master and the
terminal functions as a slave.
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If the VCX system is between the master and the slave, the VCX port
cabled to the terminal emulates the master as follows:

1. After initializing, the port transmits an ENQ every 15 seconds until
it receives an ACK from the terminal.

2. The port inserts an ENQ into the data stream every 60 characters-,
then stops flow until the terminal transmits an ACK. If the port does
not receive an ACK within 15 seconds, the port restarts flow by default.

3. The terminal employs XON/XOFF within the ENQ/ACK
protocol to control flow. If the terminal transmits XOFF, the port imme-
diately suspends data flow. The port resumes flow upon
receiving XON.

The VCX port cabled to the CPU emulates the slave as follows:

1. The port transmits an ACK in response to every ENQ from the mas-
ter unless the input buffer of the port is full.

2. The port ACKnowledges ENQs, then discards them.
To implement HP Terminal Type 10 flow control, set flow control as follows:
At the port cabled to the terminal:

Device flow control = ENQ/ACK
Port flow control = XON/XOFF

At the port cabled to the CPU:

Device flow control = XON/XOFF
Port flow control = ENQ/ACK

* HEX 91/93 is a type of XON/XOFF flow control used with an extended
position A, ASCII character set.

* HEX FE/FF. Used by Datapoint as flow control.
* HEX 94/93. Used with Siemens computer equipment.

Device flow control refers to the control characters or signals sent by the external
device to the VCX port.
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The prompt is:

1) None

2) XON/XOFF

3) DC1/DC2

4) RTS/CTS

5) ENQ/ACK

6) HEX 91/93

7) HEX FE/FF

8) HEX 94/93

9) DG XON/XOFF (for Data General)

10) HP XON/OFF

11) XPC XON/XOFF
(generated by the device to slow the port’s output)
Device flow control:

Port flow control refers to the flow control characters or signals sent by the VCX
port to the external device.

The prompt is:

1) None

2) XON/XOFF

3) DC1/DC2

4) RTS/CTS

5) ENQ/ACK

6) HEX 91/93

7) HEX FE/FF

8) HEX 94/93

9) DG XON/XOFF (for Data General)

10) HP XON/XOFF

11) XPC XON/XOFF
(recognized by the device)
Port flow control:

Timeout

Establishing a connection timeout limit causes the VCX to monitor a connected
port and disconnect the port automatically after a specified period of inactivity.
The timer is reset uni-directionally (sensing input to the port from the attached
device), whether terminal or computer. The timeout prompt is:

Range: 0 - 255
(0 to disable disconnect-on-timeout)
Timeout (minutes):

Enter the number of minutes of inactivity which will provoke an automatic
disconnection. If you enter “0 <CR>”, VCX never times the port out.
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Timeout Direction

The Timeout direction parameter allows the user to select the timeout direction
for the VCX. Timeout direction can be from receive or from transmit, or from both
receive and transmit directions. Select 1 for receive, 2 for transmit, 3 for both.

The prompt is:

1) Receive

2) Transmit

3) (Timeout on Tx, Rx, or Both lines)
Timeout direction: <CR>

Direction:

One port must originate the connection and the other port must answer it. The
“Direction” parameter specifies that the port will originate connections, answer
connections or will do both. Ports cabled to terminals generally originate connec-
tions. Ports cabled to computers are generally answer connections. Some ports
need to be both.

The prompt is:

1) Answer
2) Originate
3) Both (terminals are normally originate:

Direction:

o
<
=

3

c

>

"
<

5-9



Name Type 1—Async Line(s) Subforms Chapter 5

Name Type 1—Async Line(s) Subforms

The value assigned to the “Direction” parameter determines which Asynchronous
Line(s) Subforms must be completed for the port.

Access Subform. If you define the port direction as “answer,” the Configuration
Service displays the Access Subform. This Subform permits unrestricted access to
the port or to restrict access to a desired subset of originating ports. This is
accomplished by assigning answer access rights to the port. The Access Subform
allows you to define an attachment, a detachment and a host disconnect ASCII string.

Automatic Connection Subforms. If you define the port direction as “origi-
nate,” the Configuration Service displays the Auto Connect Subform, the Termi-
nal Characters Subform, the Terminal Type Subform and allows you to define
originate attachment and detachment string names, an attachment text name
and the originate access rights. The Auto Connect Subform allows you to specify
manual or automatic connection. Manual connection requires the user to type
the destination port name upon attachment (or to program the port device to
transmit the destination name automatically upon attachment). With automatic
connection, the port, upon attachment, immediately attempts to connect to a
specified destination. You enter the name or the pathname of the automatic
connection into the Automatic Connection Subform.

Terminal Characteristics and Terminal Type Subforms. If you define
port direction as “originate,” you must also complete the Terminal Characteristics
and Terminal Type Subforms. The Terminal Characteristics Subform allows you
to select: local echo, the system messages which are displayed, the type of BREAK
processing, the control state character, the connect, the channel priority for the
port and automatic detach (from the switch) after disconnect. The Terminal Type
Subform selects the type of cursor addressing for the port.

Note 1. You must select a terminal type other than “unspecified” to enable
normal backspacing for users of video display terminals. However, the terminal
type you select need not correspond in most instances to the actual terminal used,
unless the user is granted access to the Configuration Service. Only the Configu-
ration Service employs cursor addressing.

5-10



Chapter 5 Name Type 1—Async Line(s) Subforms

Note 2. If you define a computer port as an “originate” port, the Configuration
Service assumes the computer is to be treated as a terminal and displays the Terminal
Characteristics and Terminal Type Subforms. Generally, selecting the terminal type
“unspecified” is appropriate for originating computer ports. Details follow.

If you define the port direction as “both” originate/answer, the Configuration
Service displays all of the above subforms.
Name Type 1—Asynchronous Line(s)

Access Subform

The Access Subform appears below the Asynchronous Line(s) Main Form as
shown in figure 5-2 .

Config: don Nane: new [11/128 usedl
Name type:! Async port (Port modules 1 & 2)
Starting PM: 1 Baud rate:! Autobaud Attachment cowtral: Ungualifiec
Starting port: 1 Character length: 8 bits Device flow control: None
Ending FM: 1 S8top bits: 1 bits Port flow cowtrol: Nowe
Ending port: 1 Parity: None Timeout (mins): @
Escape delay: No Timeout direction: Both

Direction: Originate
Auto commect A>
——————— {CR>=next field ———— “Ezprevious field --—— ESCzaccept scpeen -

Figure 5-2. Access subform asynchronous lines

Answer access rights are those rights that incoming calls (users) must have to
complete a connection to the answer port being defined. The answer access rights
can be listed as a series of numbers with commas (used as delimiters, i.e., 1,2,3,4,5)
or as a range (i.e., 1-5). Note: The role of access rights are explained under
restricted access. (See Appendix C).

You can provide unlimited answer access rights by entering the following:
Answer access rights: 1 - 64

In cases where the access rights of the originate port do not match the access
rights of the answer port (access restriction), the user will be prompted for a
password, which will override the access restriction. If a 2 for Yes is chosen, a
prompt for the password will be presented. '

1) No

2) Yes

(Can password override access restrictions?)
Password override:
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After answering the “answer access rights” and “password override” prompts, three
more prompts are displayed on the screen. These are shown in figure 5-3. The
“answer attachment string name” prompt provides the option of defining a name
for a string which will be transmitted to the answer port (i.e., host computer) at
the time of attachment. The name can be no longer than ten characters in length.
The actual string is recorded using selection 7, “String”, from the Level 3 Menu.
At this point you are merely asked for the string’s name. Normally, however, one
would not transmit an answer port attachment string. To exit this prompt press
<CR>.

The “answer detachment string name” prompt allows you to define a name of a
string that will be displayed at the answer port (i.e., host) at the time of
detachment. Again, up to ten characters are allowed. The string is recorded using
selection 7, “String”, from the Level 3 Menu. You are asked for the name of the
string at this point. If you don’t wish to define a string, press <CR>.

The “answer disconnect string” prompt allows you to define a string, up to 10
characters long, which if transmitted to an answer port from a host, will cause
the VCX to disconnect that answer port. The “answer disconnect string” is
designed to accommodate 3 wire host systems allowing the host to initiate the
disconnect.

If an answer disconnect string name is specified, configuration prompts for
“Enter out of service state”, as seen in figure 5-3 .

Config: don Name: userS [9/128 used]
Name type: Async port (Port modules 1 & 2)
Starting PM: 2 Baud rate: 9600 Attachment control: Unqualifi
Starting port: 1 Character length: 8 bits Device flow control: XON/XOFF
Ending PM: 2 Stop bits: 1 bits Port flow control: XON/XOFF
Ending port: 1 Parity: None Timeout (mins): O
Escape delay: No Timeout direction: Receive

Direction: Answer
Answer access rights:
Password override: No
fnswer attachment string name:
finswer detachment string name:
finswer discommect string:>
—————— <CR>=next field -—— “E=previous field ———— ESC=accept screen ——————

Figure 5-3. Menu after correct "password override
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The “Enter out of service state” prompt defaults to “no”. However, the System
Administrator can have the <ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>